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Trusted Digital Identity Oliver Naegele 
Founder & CEO 
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Why Blockchain? 
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10 commandments of Digital Identities  
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Blockchain – Introduction in financial markets 

4) Backend Processes 
IT & Business Processes 
need to be adopted and 

renewed

5) Inter Industry 
Intermediaries 
Clearing Network

International Transfers

1) Consumer 
Mortages

Money Transfer
Wallets

Digital Identities

2) B2B Services 
Insurance
Payment
Escrow
Trusts

3) Trade and 
Capital Markets 
Clearing & Settlement

Stock Trade
Sindicated Loans



Complexity
& 

Timeline

Results 
Resolution of traditional 

Systems through 
Blockchain Technology
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10 commandments of Digital Identities  
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Digital Identity for a worldwide Trust Network 
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Cross Industry Solution 
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Know Your Client 

KYC 
Costs 

Other 
Costs 

#expensive 
#inefficient 
#time consuming 
#bureaucratic 
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KYC Phases 
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KYC operating costs: headcount burden 
The activities that require most of the resources are onboarding, the first due to the 
fact that the data are usually scrutinized by analysts. The second because the 
suspicious transactions (estimated as from 2% to 5%) need to be manually checked.

~$ 10bn in AML Expenses ~$2.5bn savings

Now Post blockchain

Source: Goldman Sachs, Company Estimates
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KYC is expensive 

Savings US$ 8bn 

US$18 billion costs 
and fines in 2014 10% to 40% 

savings 

25% 
savings 
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Trust 
Provider 
Network

Participants act as 
trust providers

Data management 

eGov

If the information is up to 
date, the participant 

don’t have to check it 
again 

Other service 
providers

Logos and symbols are for demonstration use only
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Standardization  2 
1 Sharing Workforce  

Data Quality 3 

Adding value to the process 
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Handelsbank AG wants to have access to the following 
information: Full Name, Date of Birth, Home Address, Phone 

Number, Mobile Number,  Email Address.
Do you comply with it?
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Interoperability with other Blockchains 
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Scalability 
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Use Case #2 Airlines 
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Use Case #3 SMART HOME 
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USP Blockchain HELIX 

Compliant  Self determination 

Privacy & Security 

Trust Provider Network 
Shared 
Workforce 
Data 
Quality 
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Achievements and Challenges 

High Availability and Data Protection 
 

P2P data storage structure associated with cloud 
services allow high availability and is also compliant 

with data protection laws

IBM and GFT Partnership 
 

Technology and Business Partnerships 
with IBM and GFT have been openning 

many doors to us 

Blockchain-in-a-box 
 

Isolated blockchain network working in a 
hardware server. It’s our sandbox in 

workshops and one-to-one meetings
  

Scalability 
 
The broad use of the platform 
will require high availability at 
high speed

Network Effect 
 
Cost savings and data quality 
improvement will require broad 
adoption of the platform

Standards 
 
Not only blockchain standards but also 
messaging and data structure standards 
may require extra attention
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THANK YOU

Münchener Straße 45 
60329 Frankfurt 

+49 69 7158994-0

oliver@blockchain-helix.com 

BlockchainHelix

Blockchain-helix-ag

Oliver Naegele
CEO


